The EU medical device regulation: Implications for artificial intelligence-based medical device software in medical physics
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ABSTRACT

Medical device manufacturers are increasingly applying artificial intelligence (AI) to innovate their products and to improve patient outcomes. Health institutions are also developing their own algorithms, to address specific needs for which no commercial product exists.

Although AI-based algorithms offer good prospects for improving patient outcomes, their wide adoption in clinical practice is still limited. The most significant barriers to the trust required for wider implementation are safety and clinical performance assurance.

Qualified medical physicist experts (MPEs) play a key role in safety and performance assessment of such tools, before and during integration in clinical practice. As AI methods drive clinical decision-making, their quality should be assured and tested. Occasionally, an MPE may be also involved in the in-house development of such an AI algorithm. It is therefore important for MPEs to be well informed about the current regulatory framework for Medical Devices.

The new European Medical Device Regulation (EU MDR), with date of application set for 26 of May 2021, imposes stringent requirements that need to be met before such tools can be applied in clinical practice.

The objective of this paper is to give MPEs perspective on how the EU MDR affects the development of AI-based medical device software. We present our perspective regarding how to implement a regulatory roadmap, from early-stage consideration through design and development, regulatory submission, and post-market surveillance. We have further included an explanation of how to set up a compliant quality management system to ensure reliable and consistent product quality, safety, and performance.

1. Introduction

Of all available health data, medical images – such as those obtained through x-rays, computed tomography, magnetic resonance, nuclear medicine, and ultrasound examinations – possibly constitute the most interesting ones for artificial intelligence (AI) applications. Artificial intelligence is expected to soon play a key role in diagnostic imaging [1,2], radiation therapy [3,4] and medical physics in general. It has already been demonstrated to successfully improve image quality [1], decrease radiation dosage [5,6], assign label types and identify pathology locations [7–13], create and optimize protocols [14], accurately segment pathology areas and organs [15,16], and optimize technology utilization [17].

Medical device manufacturers increasingly apply machine learning to innovate their products, to better assist health care providers and to improve patient outcomes. Aside from the industry, health institutions are also developing their own algorithms, to address specific needs for which no commercial product exists.

The EU Medical Device Regulation (EU MDR) [18], replacing the EU Medical Device Directive [19] as of May 26, 2021, imposes stringent...
regulatory requirements that need to be met before medical devices, including AI software tools, can be used in clinical practice. Medical device software developed by health institutions for in-house use is, for the first time, also affected by many of the conditions and requirements of the EU MDR.

As standard of care shifts, the landscape evolves and in turn, influences regulatory requirements. In this context, qualified medical physicist experts (MPEs) are in an ideal position to be consulted by notified bodies to assess clinical performance and safety of new medical devices [20]. This is due to their extensive knowledge of the regulatory aspects of medical physics [21] as well as specific expertise in areas such as informatics, image analysis, and statistics. Moreover, in their role as innovator and protocols/processes optimizer as described in the European Guidelines on Medical Physics Expert 174 [22], an MPE frequently drives the development of new Medical Device Software (MDSW) tools, for which knowledge of the EU MDR is needed. Finally, the MPEs should lead quality assurance (QA) programs related to AI in medical imaging and radiation therapy, to help maintain acceptable quality and safety in diagnostics and treatment [21].

The aim of this paper is to give MPEs a perspective on how the EU MDR affects the development and introduction of AI-based medical device software in the clinical workflow.

2. Medical device software (MDSW)

The EU MDR applies to processing software that is intended to provide information for one or more of the purposes listed in the definition of a medical device [18], such as diagnosis, prevention, monitoring, treatment, or alleviation of a disease. It applies to software that provides a diagnosis or therapy by itself, but also to software that merely provides information intended to inform a medical professional in making the final diagnostic or therapeutic decision.

The EU MDR applies irrespective of whether such software is an executable program, an interactive website, a web service, a script, or just a simple macro in a spreadsheet. Additionally, qualification as a medical device is independent of whether the processing is simple or complex, of the risk posed by the software to the patient or user, or whether it is used by a healthcare professional or by a layperson, and of the computing platform on which it operates, for as long as it is intended for use with human beings or their data for a medical purpose.

In addition, software that does not meet the definition of a medical device but that is intended to drive or influence the use of a hardware medical device is also subject to the EU MDR, either as a part of, or as an accessory to the hardware, for example, controller software or calibration software for a mammography machine and its diagnostic monitor. Software that does not perform any type of data processing, such as virtual models or orthopaedic templates, is not subject to the regulation. Nor is software with functionality that is limited to storing, communicating, lossless compression or to looking up records in a database (aka ‘simple search’). As the borderline between what is regulated and what is not, is not always clear-cut, even with the help of the existing guidance [23] qualifying software as a medical device can be a difficult task, with heavy consequences in terms of time, money, and responsibility.

Although the EU MDR is the most stringent and demanding legislation regarding medical device software (MDSW), developers should be aware of other relevant EU laws and guidance documents supporting their implementation. An overview is given in Table 1. Software intended to process personal data might need to comply to the General Data Protection Regulation (GDPR) [24].

3. Regulatory requirements for MDSW

As soon as software qualifies as a medical device, it must comply with the set of requirements listed in the EU MDR, referred to as the General Safety and Performance Requirements (GSPRs). This compliance is formally verified before a CE marking can be affixed and the product placed on the European market. The CE marking is not required when the software is developed, used, and maintained only within a health institution, under certain conditions: the software cannot be transferred to another legal entity; the health institution justifies that the target patient group’s specific needs cannot be met, or cannot be met at the appropriate level of performance by an equivalent device available on the market. The health institution needs to prepare documentation containing, among other things, design and performance information of the device. It also needs to review experience gained from clinical use of the device and take necessary corrective actions. Other conditions are explained further in the MDR. An overview of the regulatory roadmap for MDSW (both for commercial and in-house use) is given in Fig. 1. In the next paragraphs, we will describe in detail each step of this roadmap for commercial manufacturers. The last section addresses the requirements specific for health institutions.

### 3.1. Early-stage considerations

Defining the intended use of a future device is the starting point for all following decisions, including whether or not it qualifies as a medical device. The intended use covers two aspects: (1) the actual medical purpose, e.g., which disease or injury can be diagnosed, treated, or monitored, and (2) the authorised use, understood as defining the intended users and use environment, target patient population, or body parts. Properly described, the intended purpose will therefore provide: (a) confirmation of, whether the regulation applies, (b) the basis for the classification of the future device into one of four risk classes, as required by Article 51 and (c), the starting point for downstream development activities, clinical evaluation and product documentation.

Medical device software having its own intended medical purpose will be subject to the new classification Rule 11 of the EU MDR. This rule was introduced to address the consequences of indirect harm resulting from software failing to provide correct information. Rule 11 is applicable to MDSW that provides information used to make decisions with diagnostic or therapeutic purposes, to MDSW intended to monitor physiological processes and to other MDSW that does not perform any of the above purposes. Within the framework of this article, we will not discuss MDSW intended to monitor physiological processes, such as respiration, heart rate or body temperature, as this falls outside the scope of the classical tasks of the medical physicist. The interested
Another example is a radiation treatment planning system which is intended to aid in treatment delivery by using patient-specific information. This planning system drives clinical management (medium significance of information) by providing enhanced support for the safe and effective use of a medical device to a patient in a critical condition. The information (whether it informs clinicians of diagnostic or treatment options, provides information that drives clinical management or provides the diagnosis by itself) and the criticality of a patient’s disease or condition.

For example, MDSW for diagnostic image analysis, such as software for the differentiation between acute ischemic and acute haemorrhagic stroke, combines highly significant information (the information provided by the MDSW is used in treatment) and critical condition (the patient’s condition is life threatening, may require major therapeutic intervention, and is time sensitive), leading to a class III categorization. Another example is a radiation treatment planning system which is intended to aid in treatment delivery by using patient-specific information. This planning system drives clinical management (medium significance of information) by providing enhanced support for the safe and effective use of a medical device to a patient in a critical condition that may be life threatening, therefore it classifies as IIb.

However, as software is considered an active device, it is worth exploring other rules related to active devices (rules 9, 10, 12 and 13) which might also apply. If MDSW also drives or influences the use of a (hardware) device for a medical purpose, it may not be classified lower than the risk class of that hardware medical device. This is applicable to an intelligent CT scanner with a deep learning image reconstruction application, for example. EU MDR special classification rules might also be applicable to devices specifically intended for recording diagnostic images generated by X-ray radiation, which are classified as class IIa. When multiple rules apply, the strictest rule or sub-rule resulting in higher classification is decisive.

Class I medical devices have the lowest perceived risks and can be placed on the market by the manufacturer alone, by means of a self-declaration of conformity to the legislation. The subsequent risk class stratification leads to class IIa, class IIb and lastly to class III if death or an irreversible health outcome is possible. For class IIa and higher, the involvement of a notified body is required both for reviewing the product’s conformity and the organization’s conformity to the EU MDR requirements, and to deliver the certificate of conformity and the Quality Management System certificate, respectively.

For products intended for the market, the route towards regulatory approval and the requirements become stricter as the risk class of the device increases. Understanding these requirements, and their implications for the product and the organization, early in the product lifecycle, is fundamental to developing a successful commercialization strategy. For example, limiting the initial medical indications and claims, may place the product in a lower risk class and shorten the time-to-market. Additional clinical data and insights can be gathered once the product has been CE marked and routinely used in the clinical settings, facilitating a staged approach to intended medical purpose extension.

### Design and development

Early in the concept or planning phase, a manufacturer must identify the applicable General Safety and Performance Requirements, outlined in EU MDR Annex I, to which the product and the manufacturer’s processes need to comply, given the intended use. Those requirements are high-level, but can be met, to some extent, by applying (product-specific) standards during the design and development phase of the product. Some of them, called harmonised standards, can be used to demonstrate that the products or organization’s processes comply with the EU MDR. Others, such as IEC 62304-1, while not allowing for presumption of conformity to EU laws, represent the state-of-the-art in the concerned field. The list of standards relevant to MDSW at the time of writing is provided in Table 3.

One of the core activities during design and development of the product is risk management. Risk is expressed as the combination of the probability of occurrence of harm (the hazard is not expected to occur during the lifetime of the medical device, likely to occur a few
Table 3
List of applicable standards for MDSW.

<table>
<thead>
<tr>
<th>Company</th>
<th>EN ISO 13485</th>
<th>EN ISO 14971</th>
<th>EN ISO 62304</th>
<th>EN ISO 14155</th>
<th>EN 1041</th>
<th>EN ISO 15223-1</th>
</tr>
</thead>
<tbody>
<tr>
<td>Standard for a Quality Management System for the design and manufacture of medical devices</td>
<td>Application of risk management to medical devices. Specifies terminology, principles and a process for risk management of medical devices. IEC/TR 80002-1 provides guidance on the application of ISO 14971 to MDSW</td>
<td>Application of usability engineering to medical devices. Specifies a process for a manufacturer to analyze, specify, develop and evaluate the usability of a medical device as it relates to safety. Good Clinical Practice for clinical investigations with medical devices</td>
<td>Health software — Part 1: General requirements for product safety. Applies to the safety and security of health software products designed to operate on general computing platforms and intended to be placed on the market without dedicated hardware. It covers the entire lifecycle including design, development, validation, installation, maintenance, and disposal of health software products.</td>
<td>Specifies requirements for information to be supplied by manufacturers of medical devices</td>
<td>Symbols to be used with medical device labels, labelling and information to be supplied</td>
<td></td>
</tr>
</tbody>
</table>

Effective software risk management covers different aspects. First, the risk management team, ideally involving developers but also users and clinicians, must identify and evaluate all possible risks associated with the device (including use errors). Second, manufacturers must take appropriate risk control measures to eliminate or minimize the risks. Finally, developers must demonstrate that the means taken to minimize the risks work as intended. This approach ensures that all technical solutions for safety are implemented in the software and that all information for safe use is consistent before the software is made available for clinical practice, while being compliant to the main international standards ISO 13485 on quality systems and ISO 14971 on risk management. Ultimately, the product’s overall residual risk must be acceptable, in relation to the state-of-the-art, when used as intended by the manufacturer.

Conformity of the developed MDSW to the General Safety and Performance Requirements must be proven by data. Evidence supporting safety and performance of the MDSW product is generated, in the first place, through verification and validation (V&V) activities as a part of the IEC 62304 software development process. The manufacturer provides first evidence of the ability of the device to generate the intended output accurately, reliably and precisely, from the input data. These activities rely on simulated or real-life training and validation data sets that act as inputs for the software.AI. Additionally, the product’s user requirements, specified in the intended use, must be validated by having the user use the MDSW in a simulated or real-life environment. The design verification and validation in the context of AI algorithms requires manufacturers to pay special attention to implementing appropriate controls over the training and test data such that bias in the dataset is avoided and that the accuracy of the model’s output is carefully validated. Note that for AI, the principles of human factors engineering may be applicable to traceability and explainability of the model, to allow a human expert to retrace the model’s decisions and use their judgment. Therefore, a user study to verify the extent to which the model can be interpreted by humans may become a necessary part of the validation [29].

The last part of the design and development process is the clinical evidence generation. Regardless of their classification, all medical devices require clinical evaluation. A clinical evaluation is a process conducted to demonstrate safety and performance as well as the overall positive benefit-risk ratio for a medical device, through critical evaluation of clinical data generated from the use of the device. Clinical data can be generated through clinical investigations of the concerned device or can be retrieved from the scientific literature or post-market surveillance, in particular through post-market clinical follow-up (described later in this text). Data for comparable devices can be used only if equivalence to the subject device is demonstrated according to the strict criteria of the EU MDR, that require detailed comparison of clinical, technical, and biological (as applicable) characteristics and sufficient level of access to the technical documentation of the equivalent device.

It is expected that the clinical data generated from the device is of sufficient amount (e.g., covers all indications and claims) and of sufficient quality (e.g. actuality of the dataset and appropriate statistical methods) to allow a comprehensive assessment of whether the device is safe and achieves the intended clinical benefit(s). This is also referred to as sufficient clinical evidence.

The typical steps of a clinical evaluation process are shown in Fig. 2.

The first step is to define the evaluation scope and strategy in alignment with the medical intended purpose. This is captured in the clinical evaluation plan (CEP), which determines the type and amount of data required to support clinical claims, evaluate residual risks and demonstrate intended benefits. Manufacturers must justify the level of clinical evidence they consider sufficient, considering the state-of-the-art. The latter is understood as current knowledge in the corresponding medical field, such as applicable standards and guidance documents, information related to the medical condition managed with the device, benchmark devices, and medical alternatives available to the target population. Description of state of the art, defined during a comprehensive and objective literature review, provides a framework to assess the device’s safety and performance.

When identifying the pertinent data (i.e., data informing sufficient clinical evidence supporting intended clinical purpose and claims) in the clinical evaluation planning phase, a software’s manufacturer must consider three aspects crucial for its safe and effective use: valid clinical association, technical performance, and clinical performance (Fig. 3).

The decision about whether or not a clinical investigation is required as a part of validation of clinical performance, is determined by the risks the device pose to patients and users, the clinical performance intended, and the claims of the manufacturer and the availability of existing clinical data, with the notable exception of class III (and implantable devices) where a clinical investigation is mandatory. Special attention should therefore be given to novel technologies with limited data on how the clinical care and patient outcomes are affected. Two main considerations for designing and conducting clinical investigations are protection of the rights, safety, dignity and well-being of the participating subjects and generation of clinical data that is scientifically valid, reliable & robust. These objectives are met by complying with the most recent version of the Declaration of Helsinki [32] and ISO 14155 standard on good clinical practice for clinical studies with medical devices. Clinical investigations are subject to scientific & ethical review. The ethical review is performed by an institutional ethics committee in accordance with national law.

During data appraisal, the evaluators are looking to make sure they have statistically significant data sets, where proper statistical methods
and adequate controls were used, containing data that was generated in compliance with the relevant standards and local regulations (i.e. data of sufficient amount and quality). During the analysis stage, the evaluators conduct a comprehensive assessment to determine if the identified data meets the clinical safety and performance requirements relevant for the device. The results of this assessment, as well as all the inputs, and each clinical evaluation stage is captured in the Clinical Evaluation Report (CER), a mandatory part of the technical documentation for every medical device destined for the European market.

3.3. Quality Management System (QMS) implementation

Aside from a compliant product, manufacturers of medical devices, including software medical devices, need an EU MDR compliant quality management system. Such a system implemented in their organisation enables manufacturers to consistently deliver conforming products with the required quality, safety, and performance. For MDSW, this entails good software development and lifecycle practices (Fig. 4). The international standard ISO 13485 is an effective solution to meet the comprehensive requirements for a quality management system for manufacturing medical devices. It provides a practical foundation for manufacturers to address regulations and responsibilities as well as demonstrating a culture of quality and excellence for the development of medical devices.

This quality management system does not only document the core product realisation process-software development, which links with risk management and clinical evaluation, and resulting in the technical documentation for product approval- but also provides for supporting processes. Indeed, management needs to foresee (internal and external) human resources and infrastructure to complete the core product realisation process, and also install processes for monitoring and measuring of outputs of processes, subsequent analysis of those data and taking actions based on those data (for example, product improvement or corrective actions). One of those monitoring systems is post-market surveillance (PMS), described in a later section.

3.4. Regulatory submission

The data and evidence generated in the design and development phase, supplemented with the device description, labels and instructions for use constitutes the technical documentation. Additionally, as part of the technical documentation, the manufacturer must develop a comprehensive PMS plan to collect and evaluate data on the device from routine clinical use. This entails both reactive and proactive data sources and processes to monitor complaints and product risks. Technical documentation is finalised by writing the Declaration of Conformity where the manufacturer confirms that the product complies to the EU MDR.

As soon as a manufacturer has implemented the Quality Management System and finalized the technical documentation, the notified body can start the conformity assessment to evaluate whether the device and the manufacturer’s quality management system meet the requirements of the regulation. The notified body accomplishes this by on-site audits and unannounced inspections at the manufacturer’s development/ production sites and by assessing the technical
Successful conformity assessment leads to issuing a CE certificate. The manufacturer completes the Declaration of Conformity with the CE certificate number and applies the CE marking with the notified body number on the product. However, the role of the notified body does not stop after the device is placed on the market. During the entire lifetime of the device, the notified body will perform quality system audits, assess how the manufacturer performs post-market surveillance, and evaluate how the findings feed into the clinical evaluation report. These audits affect whether the manufacturer’s device can retain the CE-marking.

Before placing the device on the market, a registration of the manufacturer in the European database EUDAMED [33] is required. Subsequently, the device must be registered, accompanied by a unique device identifier, with the goal of improving transparency and coordination of information regarding medical devices available on the EU market, both for market surveillance purposes by competent authorities and for general public information.

### 3.5. Post-Market Surveillance (PMS)

Although premarket product and QMS compliance receive a lot of attention from manufacturers who want to establish themselves in their target markets, successful commercialization also requires viable PMS efforts. Post-market surveillance aims to continuously verify the benefits of a medical device and to identify previously unknown risks by observing and analysing daily practical usage. Maintaining a PMS system is necessary not only to address the regulatory requirements but also to improve risk management and potentially improve the quality of the device. The EU MDR requires the PMS to be (pro)active – thus actively seeking to confirm the product’s real-world safety and performance. It also requires to be planned – based on the pre-defined plan as a part of the QMS; integration – effectively linked to other areas of the QMS; and must be risk-based, proportionate to the risk class of the device.

At a minimum, the manufacturer must keep a record of all customer complaints they receive. They must establish and document procedures for receiving, reviewing and evaluating customer complaints, and triggering a vigilance procedure, if needed. Incidents must be reported to competent authorities via the EUDAMED database, including the related corrective action. An incident has a very broad meaning. It does not necessarily mean that a person was seriously injured, both real and potential incidents need to be reported. It is sufficient that a serious injury could have happened or could happen if the event occurs again, with the same or an equivalent device. Examples of incidents that could be reportable include software that crashes, dosages that are too high, (for example because of double exposure or a wrong calibration), data being lost or corrupted, calculations or other functions that failed or an instruction that was omitted from the user manual.

Due to the innovative character of AI tools, manufacturers often have a limited view of their adoptability, their clinical utility or the generalizability of their performance, which could bias the promised benefits. This limited knowledge may result in under or over representation of risks in the pre-market assessment of the device design and its interaction with the user. Post-market clinical follow-up (PMCF) may be required, based on the outcome of the clinical evaluation, to ensure adequate characterization of the real-world clinical use of the device. By nature, MDSW gathers many real-world performance data, which can be analysed and used for multiple purposes, including, but not limited to, timely detection and correction of MDSW malfunctions, detection of systematic misuse, understanding user interactions, monitoring clinical performance, and improving effectiveness.

When a manufacturer desires to change a CE-certified medical device (for example, the intended use, the product claims, or the design) or an approved QMS, they are required to submit prior approval plans for changes to the notified body. The notified body will assess the proposed changes and decide whether they require a new conformity assessment or whether they could be addressed by means of a supplement to the EU technical documentation assessment certificate. In the latter case, the notified body shall assess the changes, notify the manufacturer of its decision and, where the changes are approved, provide it with a supplement to the EU technical documentation assessment certificate.

### 3.6. Medical Device Software (MDSW) development for in-house use

Health institutions may develop and use MDSW in their clinical practice if they can prove that the target patient group’s specific needs
cannot be met by an equivalent device or if the level of performance of an equivalent device available on the market is not appropriate. As health institutions do not intend to - and are not allowed to - commercialize their MDSW (including transfer of the MDSW to another legal entity), developing a commercialization strategy is not required.

However, just like commercial manufacturers, health institutes must identify the applicable GSPRs and standards to follow during the product’s design and development. They should also maintain documentation of all evidence providing an understanding of the manufacturing facility, the manufacturing process, and the design, development and performance data of the device, including the intended purpose. The institution’s development, maintenance, and use of the MDSW must occur under an appropriate quality management system, although it does not require certification by a third party.

A health institution as manufacturer does not need to obtain explicit premarket regulatory approval and thus does not need to provide a regulatory file to a notified body, but it does require a notification to the competent authority that can inspect the health institution’s activities and can restrict the manufacture and use of any particular type of device. Finally, a health institution needs to draw up a declaration which it has to make publicly available, containing its name and address and the identified in-house manufactured device, stating that the device meets the general safety and performance requirements of the EU MDR (or, where applicable, information on which requirements are not fully met with a reasoned justification therefor).

After bringing the MDSW into clinical practice, the health institution should review experience gained from clinical use and take all necessary corrective actions.

4. Discussion and conclusions

MPEs should play a key role in any forum where surveillance of AI technology is currently being developed. With expertise positioned between physics, informatics and medicine, MPEs should become important stakeholders in the processes of developing and assessing innovative medical devices, including AI software applications for diagnostic imaging and radiation therapy.

The role of the MPE is to contribute to patient safety and secure the quality of care, as established in the 2013/59/Euratom directive [21]. This applies to radiation protection and dosimetry topics, but also extends to software devices that have an impact on the diagnosis or treatment of the patient, as stated in the EFOMP statement policy 16 [34] and in national transpositions of the Euratom directive [35], where the MPE is given a role of innovator, and (re-)searcher to optimize the processes. This means that, just as with for x-ray devices, an AI software medical device with an impact on patient outcome, workflow or technology optimization, should also follow a process of procurement, commissioning and acceptance before introduction in clinical practice.

The MPE should be involved in writing bid requests to ensure that the appropriate technical data are supplied by the vendors of the AI software, in a format permitting a reasonable comparison among the product’s offer specifications. This would allow the radiologists, radiation oncologists and nuclear medicine physicians to make an informed decision about which software best matches given clinical needs. Once the purchase decision is made, the physicist should be involved in the commissioning of the AI software tool, by making a thorough evaluation of the system performance to be certain that the system meets the specifications of the manufacturer. Finally, the MPE can use acceptance test data to define baseline values required for future quality assurance performance testing.

In case the AI tool is an in-house developed tool, the MPE will be using training, test- or validation data sets depending on the stages of the creation of the model.

While up-to-date there are very few guidelines on how to commission or accept an AI MDSW for imaging or therapy purpose [36,37], it is of paramount importance that the MPEs become familiar with the pillars of the EU MDR, such that they can understand the full regulatory roadmap, from intended use, to risk classification, clinical evidence generation and post-market surveillance of such tools. It is by knowing how the AI application was developed, for which intended use and how clinical evidence for its performance was assessed that the MPE can understand how to purchase, commission and introduce the tool in clinical practice.

One difficulty of this approach is that the AI applications currently on the market typically have a very narrow intended use. Even two applications aiming at similar clinical needs might be CE marked using different performance criteria, making it difficult to compare similar product (if available at all) using standard methods, such those used for x-ray equipment. For this reason and especially for quality assurance (QA) purposes over time, it is important to understand the path that led to a product’s regulatory approval and the evidence that was used to support its performance, including data used for training and performance metrics.

The QA assurance over time might also be impacted by the type of software in terms of temporal changes. For Example some AI software are ‘locked’, so they provide the same result each time the same input is applied. However, other AI applications might change their performance during runtime, and in various ways: via a change by user to select an appropriate working point, e.g. to balance sensitivity vs. specificity of an algorithm; or through a discrete change through learning (an AI-based device that learns in the field whereby the updated model is activated via explicit manufacturer or user interaction); or a continuous change through learning: an AI-based device that learns in the field whereby the model is updated without explicit manufacturer or user interaction. These are key points for the MPE when setting in place a QA program for such tools and this information can for example be captured by understanding the clinical evidence generated for the CE marking. Moreover, if a collaboration with the hospital using the application is already set in place, the output of QA test could be used by the vendor for the PMS file.

It is also important to note that, if a natural or legal person (1) changes the intended purpose or (2) modifies a device already placed on the market or put into service in such a way that compliance with the applicable requirements is affected, then that person must assume the obligations incumbent on manufacturers. In other words, when introducing a commercially available AI tool in a clinical workflow, it is not allowed to alter its intended use according to the needs of the clinic, and so this assessment should also be part of the QA of the system.

Lastly, a thorough understanding of the regulatory requirements for AI software developed in-house, allows the MPE - as part of a multi-disciplinary team- to translate the research into clinical practice.

In conclusion, while some may advocate that AI will reduce the need for clinical medical physicists [38], we think that MPEs, like other healthcare professionals, will be further empowered and some of our tasks will have to change or even expand. Up-skilling via dedicated training and practice will be key to paving the way to MPEs future roles and involvement in AI deployment in healthcare, including the regulatory aspects of these tools.
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